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ABSTRACT

This study examines the contribution of the psychological contract (PC) framework to the understanding of ethnic minority employees' employment relationships. First, it tests the generalizability of PC types (transactional, relational, and balanced) observed in the general population to ethnic minority employees. Then, to further address the unique needs and motivators of minority employees, this study considers diversity-related PCs. It adopts social exchange theory to explain how transactional, relational, balanced, and diversity-related PC breaches predict organizational citizenship behavior (OCB). Moreover, it draws insights from social identity theory and examines the mediating role of organizational identification in the relationship between types of PC breach and OCB. Data from 361 Turkish employees working as ethnic minorities in Belgium indicate that relational and diversity-related PC breaches predict OCB partially via organizational identification while transactional and balanced PC breaches directly affect OCB.

© 2019 Elsevier Ltd. All rights reserved.

1. Introduction

Maintaining a positive employment relationship is becoming more challenging for organizations considering the current trend in population changes, particularly in countries with immigrant and ethnic minority population (Ashikali & Groeneveld, 2015). This current study examines ethnic minority employees' employment relationships within psychological contract (PC) framework. A PC provides distinct insights into the changing nature of employment relationships by replacing collective arrangements with individual deals (Guest & Conway, 2003).

Additional value comes from studying multiple types of PCs and their unique qualities (Montes & Irving, 2008). In this study, we begin with Rousseau's (1995) PC typology. Based on social exchange theory, we first investigate how transactional, relational, and balanced PC breaches, if not satisfactorily fulfilled by the organization (termed PC breach), distinctly affect organizational citizenship behavior (OCB). For further insights, given that workplace diversity motivates a concern with identities and identification processes (Albert, Ashford, & Dutton, 2000), we refer to social identity theory and propose organizational identification as a mediator of the relationships between transactional, relational, and balanced PC breaches and OCB.

Recent PC literature suggests considering new PCs for specific employees with unique needs and motivators (Cunningham, Barbee, & Mandal, 2009; Rousseau, 2004). Therefore, as our final step, we turn to diversity-related PCs, which represent promises that respect diversity and influence minority employees' perceptions with regard to their employment relationships (Chrobot-Mason, 2003). We examine the separate but simultaneous effects of unfulfilled transactional, relational, balanced, and diversity-related PC (termed PC breach) on ethnic minority employees' organizational identification and, hence OCB.

This study has several contributions to the literature. First, it is the first study to examine minority employees' (e.g., ethnic) PCs with its multiple types. The study focuses on transactional, relational, and balanced PC breaches and tests the applicability of these
PC types observed in the general population (Rousseau, 2000) to ethnic minorities. The study also focuses on a diversity-related PC breach, which has been neglected but is an increasingly important breach type (Buttnner, Lowe, & Billings-Harris, 2010).

Second, this study focuses on the mediating role of organizational identification in the relationship between PC breaches and OCB. By doing so, it attempts to demonstrate how organizations maintain a superordinate organizational identity (Gaertner & Dovidio, 2000) to integrate social identity groups, who have been deeply divided in society, (Chrobot-Mason, Ruderman, Weber, Ohlott, & Dalton, 2007), which, in turn, contributes to organizational performance (i.e., increased OCB).

Third, the study targets ethnic minority employees of immigrant origin. Research on immigrants is increasing but remains unsystematic and operationally difficult (Yakushiko, 2009). Moreover, contrary to prior workplace diversity research, which is mostly US-based (Hicks-Clarke & Iles, 2000), this research is conducted in a European country. This is relevant because Europe has been addressing the challenges of increased cultural and ethnic diversity due to recent high immigration rates (Dancygier, 2010).

2. Literature review and hypotheses development

2.1. Transactional, relational, and balanced psychological contract breaches

Based on social exchange theory, PC consists of a set of beliefs concerning the exchange terms and conditions between the employee and the employing organization (Guest, 2004; Rousseau, 1995). Employees hold different types of PCs with their employers (Montes & Irving, 2008; Raja, Johns, & Italiansis, 2004). Rousseau (1995, 2000) developed the most widely-accepted PC typology. According to Rousseau (2000), PCs vary along the time frame dimensions and performance terms, which leads to four main types of PCs: transactional, relational, balanced, and transitional.

Transactional PCs refer to short duration, monetary, or economic terms and conditions in their reciprocal exchange agreement with employers (Rousseau, 1990). Relational PCs, in contrast, are long-term employment arrangements and include socio-emotional exchanges, mutual trust, and loyalty often in the form of job security. Balanced PCs are simultaneously based on socio-emotional and economic terms and conditions (Rousseau, 2000). In a balanced PC, an employee's long-term commitment to provide continuous training and development results in employees developing skills and performing new and more demanding goals to help the organization become and remain competitive. Transitional PCs are excluded from our study because they are too specific to organizations that are in transition.

There is no study that directly measures transactional, relational, and balanced PCs for ethnic minority employees. Based on the review of the relevant literature, we consider transactional PCs to constitute an important part of the employment relationships of ethnic minority employees for whom the employer relationship is predominantly reliant on economic inducements (Vertommen & Martens, 2006). In other words, wage differences across countries, as being the number one reason for international labor mobility (see Kerr & Kerr, 2011), explain why ethnic minorities, who settle in a foreign country for work, most likely have the primary motivation of realizing economic benefits (Oguz, 2011), and therefore, may highly value the elements of transactional PCs.

For relational and balanced PCs, they are most relevant for majority employees (see Hui & Graen, 1997; Hui, Lee, & Rousseau, 2004; Lee, Tinsley, & Chen, 2000). Previous studies demonstrated that majority employees, compared to their ethnic minority counterparts, are offered a greater number of benefits, which go beyond monetary rewards (Shoobridge, 2006). Such possible differences in majority and minority employees urge us to examine the PC experiences of minority employees (ethnic minorities), which have been neglected in the literature.

A PC breach occurs when an organization fails to fulfill one or more promises in employment relationships (Zhao, Wayne, Glibkowski, & Bravo, 2007). Ethnic minority employees’ PCs, which are expected to be limited in duration, size and scope when not satisfactorily fulfilled by the organization, most likely lead to negative work outcomes. Ethnic minority employees may perceive breaches as evidence of systematic adverse organizational treatment, which influence their work outcomes (e.g., Heslin, Bell, Fletcher, & Feldman, 2012), particularly reduce their contributions to the success of the organization (Mamman, Kamoche, & Bakunawa, 2012; Shore et al., 2011). In this study, we investigate how transactional, relational and balanced types of PC breaches undermine ethnic minority employees’ contributions in terms of OCBS.

2.2. Transactional, relational, and balanced psychological contract breaches and organizational citizenship behavior

OCB is a widely documented consequence of a PC breach (Conway & Coyle-Shapiro, 2012). OCB shows to what extent employees are willing to contribute to organizations in ways that go beyond the performance requirements of their jobs (Organ, 1988). Like PC theory, OCB is firmly rooted in social exchange theory. Therefore, most previous studies adopt social exchange principles to explain the negative association between employee perceptions of a PC breach and OCB (see meta-analysis of Zhao et al., 2007).

Similarly, we suggest that ethnic minority employees’ initial response to a PC breach is to reduce OCB before considering, for example, leaving the organization or reducing in-role behaviors, both of which may jeopardize their employability (see Mamman et al., 2012). Notably, such employees cannot risk losing their current employment because of the additional impediments they face in becoming (re)employed (Heslin et al., 2012).

Previous research demonstrated that socio-emotional employment exchanges are more related to OCB than economic employment exchanges (Hui et al., 2004; Organ, 1988). Therefore, an unfulfilled relational PC, which represents unfair socio-emotional exchange is expected to have more impact on ethnic minority employees’ OCB compared to a balanced breach, which contains unfulfilled promises of a socio-emotional and economic nature. A transactional PC breach, on the other hand, is expected to have the least effect on such employees’ OCB because such a PC is more of an economic exchange. However, we suggest that transactional, relational, and balanced PC breaches have a relationship with ethnic minority employees’ OCB to some extent because any mutual understanding between parties, if not achieved satisfactorily, creates some degree of reluctance to cooperate (see Malhotra & Murnighan, 2002).

Hypothesis 1. The negative effects of relational PC breaches and balanced PC breaches on OCB are stronger than the negative effects of transactional PC breaches on OCB.

2.3. Organizational identification mediates the relationship between psychological contract breaches and organizational citizenship behavior

Organizational identification is defined as the perception of oneness or belongingness to some human aggregate (Ashforth & Mael, 1989). When employees identify strongly with their organization, they fulfill their needs for affection, belongingness, and
affiliation (Haslam, Powell, & Turner, 2000; Johnson & Ashforth, 2008; Mayhew, Gardner, & Ashkanasy, 2010). In an increasingly diverse work environment, organizational identification leads to an alignment of perspectives such that employees with diverse backgrounds feel that they are working with rather than against each other (Van Dick & Haslam, 2012).

Workplace diversity nevertheless challenges organizational identification by causing social categorization processes to occur more frequently (Richard, Barnett, Dwyer, & Chadwick, 2004). For instance, ethnic minority employees often display a relative identification preference toward members who belong to the same ethnic group that reinforce or are similar to existing perceptions of themselves to achieve self-contingency (Goldberg, Riordan, & Schaffer, 2010). On the other hand, as suggested by the dual identity approach (Haslam, 2001), once ethnic minority employees successfully maintain their ethnic identification within their organizations, they display willingness for organizational identification for the purpose of self-enhancement (Cooper & Thatcher, 2010).

Organizations make various efforts to encourage employees to adopt a level of categorization in which all subgroups are encompassed under a shared identity, such as organizational identification (Haslam, Eggins, & Reynolds, 2003). A PC fulfillment is an important driver of employees’ organizational identification (Rodwell, Ellershaw, & Flower, 2015). Breaches, on the other hand, reduce organizational identification by eroding the foundations of the employment relationship (Robinson, 1996), Masterson and Stamper (2003) and Stamper, Masterson, and Knapp (2009) conceptually developed a perceived organizational membership framework, which suggested that a PC breach weakens employees’ perceptions of organizational membership as it is associated with their perception of unfulfilled needs. Epitropaki (2013) empirically confirmed Masterson and colleagues’ (2003, 2009) perceived organizational membership framework. Other correlational studies by Kreiner and Ashfort (2004); Gibney, Zagenczyk, Fuller, Hester, and Caner (2011); and Zagenczyk, Gibney, Few, and Scott (2011) also demonstrated the negative relationship between a breach and organizational identification.

By drawing insights from the group value model, Restubog, Hornsey, Bordia, and Esposo (2008) investigated how distinctly transactional and relational PC breaches are related to organizational identification. The group value model, drawn from social identity theory, argued that a group leader’s treatment matters to people because it communicates symbolic messages about their position within a valued group, which shapes their self-concept and self-definition in terms of that group (Lind & Tyler, 1988; Tyler, 1989; Tyler & Lind, 1992). According to Restubog et al. (2008), the group value model might be more useful in explaining responses to a breach when these symbolic concerns are heightened; for example, when the nature of the contract breach is relational rather than transactional.

A transactional PC breach, involving monetary or economic terms and conditions, has limited effect on organizational identification (Restubog et al., 2008). On the other hand, according to Restubog et al. (2008), a relational PC breach, by containing socioemotional elements, communicates symbolic messages about the negative standing of an employee within the organization, which in turn, hinders organizational identification. In the case of ethnic minority employees, personal identity-relevant symbolic messages communicated through a relational PC breach may also become ethnic identity-relevant. In other words, as a function of their ethnic identity, these employees may appraise such a breach as an ethnic identity threat (Smith & Mackie, 2015; Tufan, Witte, & Wendt, 2017). Mamman et al. (2012) argued that a threat to their salient social identity causes minority employees to experience deprivation through loss of self-esteem resulting in high dissonance and separation and, consequently, loss of organizational identification (Haslam & Ellemers, 2005; Kreiner & Ashforth, 2004). In addition to Restubog et al.’s (2008) reasoning based on the group value model, Rousseau’s (2000) time frame dimension of PCs may be used to explain the separate but simultaneous effect of transactional, relational, and balanced PC breaches on ethnic minority employees’ organizational identification. According to Rousseau (2000), PCs vary along the time frame dimensions. We suggest that breaches of long-term relational and balanced PCs, compared to a transactional PC, are more relevant to organizational identification since the experience of group attachment depends on an individual’s status as a member of the group but also on the expectation of remaining with the group (Wiesenfeld & Brockner, 1998).

Organizational identification is a key predictor of important work-related attitudinal and behavioral outcomes including OCB (Cornelissen, 2006; Riketta, 2005; Van Dick, 2001). According to Kane, Magnussen, and Perrewé (2012), highly identified employees will be those who carry out additional role behaviors, not because they are required to but because their self-concept is deeply rooted in the success of the organization.

Previous research documented the mediating role of organizational identification in the relationship between an organizational treatment (e.g., a PC breach) and employee behaviors (e.g., Blader & Tyler, 2009; Lam, Liu, & Loi, 2016; Restubog et al., 2008; Tyler & Blader, 2003). From the perspective of ethnic minority employees, we propose that the mediating role of organizational identification in the relationship between a PC breach and OCB is stronger when a PC contains more long-term and socio-emotional elements (i.e., relational and balanced PC) than short-term and economic elements (i.e., transactional PC). Thus, we hypothesize the following:

**Hypothesis 2.** The effect of PC breach on OCB via organizational identification is stronger for relational and balanced PC breaches than for transactional breaches.

### 2.4. Diversity-related psychological contract breach

Rousseau’s typology (1995) of transactional, relational, and balance PC offers a solid base for understanding ethnic minority employees’ employment relationship. However, it may fall short of addressing all facets of this discrete association. Previous research suggested that the evolving work environment requires considering “new” and “unique” PCs for diverse employees (Cunningham et al., 2009; Rousseau, 2004). Accordingly, for ethnic minority employees, we focus on diversity-related PCs. More specifically, we investigate how a diversity-related PC breach, in conjunction with transactional, relational, and balanced PC breaches, predicts ethnic minority employees’ organizational identification, and hence OCB.

A diversity-related PC can be defined as the sum of a minority employee’s beliefs about the diversity-related promises (i.e., supporting the unique issues for minority employees) an organization makes in return for his/her contributions. Previous research demonstrated that minority employees value diversity-related PC promises as highly as other PC promises (Chrobot-Mason, 2003). A diversity-related PC breach occurs when minority employees believe their organization fails to fulfill its diversity-related PC promises. Despite its critical and increasing importance, scholars have focused less on a diversity-related PC breach (Buttner et al., 2010). The first empirical study in this area was conducted by Chrobot-Mason (2003) and demonstrated that a diversity-related breach is strongly linked to lower organizational commitment, lower job satisfaction, and higher levels of cynicism. Buttner et al. (2010) extended Chrobot-Mason’s (2003) work across a wider sample revealing that employee perceptions of a diversity-related breach...
PC breach led to lower reported organizational commitment and higher turnover intentions. Both Chrobot-Mason (2003) and Buttner et al. (2010) demonstrated that a diversity-related PC breach is distinct from general PC breaches. Similarly, we suggest distinctiveness of a diversity-related PC breach from each of the other PC breach types (e.g., transactional, relational, and balanced).

2.5. Diversity-related PC breach, organizational identification, and organizational citizenship behavior

Based on social exchange theory, a diversity-related PC may pinpoint how social-exchange value is fostered between a minority employee and the organization. A diversity-related PC fulfillment creates an inclusive work environment where ethnic minority employees feel that they are treated equally and fairly (Buttner et al., 2010) and, consequently, they most likely engage in behaviors that are beneficial for the organization (e.g., OCB). On the other hand, a diversity-related PC breach is expected to lead to an exclusion pattern in the employment exchange relationships resulting in ethnic minority employees’ negative reciprocal behaviors such as OCB withdrawal.

Other previous studies also applied social exchange principles to explain the relationship between an organization’s diversity management efforts and ethnic minority employees’ work outcomes (e.g., Ashikali & Groeneveld, 2015). However, these studies were criticized for being too narrow to capture all aspects of how and why this particular relationship occurs (Joshi, Liao, & Roh, 2011; McKay, Avery, & Morris, 2009). Accordingly, we use social identity theory to further explain the relationship between a diversity-related PC breach and OCB given that diversity and identity issues create concerns about identities and identification processes (Albert et al., 2000). Specifically, a diversity-related PC breach, which has long-term and socio-emotional characteristics, is expected to reduce ethnic minority employees’ organizational identification, and hence OCB.

Diversity management goes beyond short-term economic benefits; it represents long-term recognition and appreciation of the unique value of each employee to the organization regardless of the employee’s background (Ashikali & Groeneveld, 2015). Such long-term characteristics of diversity management may designate minority employees as legitimate and long-term organizational members, which enhances these employees’ attachment to the organization (see Ricco, 2012). A diversity-related PC breach, by causing ethnic minority employees to question the duration of their employment relationships, is expected to reduce their organizational identification, which, in turn, is expected to hinder their OCB.

Socio-emotional characteristics of diversity management may also link diversity management to ethnic minority employees’ organizational identification. When an organization promotes and signals the value of diversity through policies and procedures and incorporates diversity into its core qualities, minority employees’ experience supportive, respectful, and acknowledging employment relationships. This, in turn, may lead these employees to form stronger and unified bonds with the organization (Gonzalez & DeNisi, 2009; Triana & Garcia, 2009). A diversity-related PC breach, on the other hand, may represent an organization’s exclusive diversity approach. It is expected to undermine ethnic minority employees’ organizational identification, and hence OCB by posing legitimized, current, and/or potential harm to the value, meanings, or enactment of their ethnic identity.

In all, we suggest that transactional, relational, and balanced PCs along with diversity-related PCs provide a more comprehensive understanding for ethnic minority employees’ employment relationships. Specifically, we expect that transactional, relational, balanced, and diversity-related PC breaches reduce ethnic minority employees’ OCB to varying extents both directly based on social exchange theory and indirectly through social identity theory such as organizational identification. Social exchange principles most likely explain the relationship between a transactional PC breach and OCB more strongly than identification mechanisms (i.e., organizational identification). On the other hand, diversity-related, relational, and balanced PC breaches, by containing long-term and socio-emotional elements, are expected to have negative effects on organizational identification, and hence OCB. Thus, we hypothesize the following:

**Hypothesis 3.** The effect of PC breach on OCB via organizational identification is stronger for relational, balanced, and diversity-related PC breaches than for transactional breaches.

3. Methodology

3.1. Diversity context

Chattopadhyay (2003) divided employees by ethnicity and/or race into majority (e.g., white) and minority employees, and used the term “minority employee” to describe employees who belong to various racial/ethnic categories that are and traditionally have been a minority in the workforce. In line with Chattopadhyay’s (2003) definition of the ethnic/racial minority employee, we target Turkish immigrant employees in Europe. Turkish immigrants represent one of the largest immigrant communities, and their degree of integration has important social and economic consequences for Europe (Giglou, d’Haenens, & Corp, 2019).

Ethnicity and ethnic identity identification guide the social cognition and behavior of Turkish immigrants in Europe (Phalet & Gungor, 2004) and the pattern of their migration history fosters this behavior. Many European countries, following an economic boom period, started importing cheaper labor from other markets, resulting in an ethnically and culturally pluralist European market. By the first half of the 1960s, Turkey became one of the largest labor providers (Oguz, 2011). Many of these immigrants have settled on a more permanent basis, leading to the creation of a growing and often highly visible ethnic minority community.

Previous researches have documented that there is a silent social categorization between Turkish immigrants and host-country nationals in Europe due to ethnic, religious and cultural differences (see Verkuyten & Yildiz, 2007) and its undeniable effects on work life (Kloosterman, 1996). According to Chrobot-Mason et al. (2007), organizations face a unique challenge when members of social identity groups who have been deeply divided in the society come together in the workplace, which requires increased efforts and initiatives of organizations. Within the PC framework, we examine employment experiences of Turkish immigrant employees, who work for majority-dominated and majority-owned organizations in Belgium.

In Belgium, the Turkish community, along with the Moroccan, constitutes the largest immigrant population (Hooghe & Vroome, 2015). In spite of their numbers and the growth of their community, the Turkish immigrants are historically known for low levels of integration in the Belgian society (Giglou et al., 2019). Their societal position has been much worse than that of the majority: They commonly have a lower educational attainment, and are over-represented in unemployment and low-wage, blue-collar jobs (Laer & Janssens, 2011; Martens et al., 2005). According to Phalet (2007), Turkish immigrants in Belgium experience significant ethnic penalties, with serious repercussions on the work environment and labor market, which requires organizational efforts that focus on the needs and expectation of this particular group of employees (Shore et al., 2011).
3.2. Organizational context

We aimed to approach medium-to-large-sized ethnically diverse organizations dominated by majority employees (e.g., Berdahl & Moore, 2006). We contacted 26 organizations, and finally agreed upon eight, which have ethnic minority employee populations of 30–35 percent. Within these organizations, along with the Moroccan, the Turkish community was the largest ethnic minority group (10–15 percent of the total employee population). There were other ethnic groups (e.g., Congolese, Bulgarian, Italian, etc) reflecting the ethnic diversity within the organizations.

The targeted organizations were located in four major Belgian cities and operate in diverse sectors, including construction, mining, cleaning, automotive, transport, and telecommunications. At the end of the two-wave data collection period, there were on average 45 participants per organization (SD = 8), ranging from 36 to 63 employees.

3.3. Procedures

With the support and leading of HR departments, we reached two to three Turkish employees, who are positioned as natural community leaders in each of the targeted organizations. These employees supported the organization of the data collection process. This procedure is recommended by Pernice (1994) who argues that one of the important difficulty in researching immigrants from quite different cultural contexts than the Western frame of reference is knowledge and observation of cultural etiquette. According to Pernice, researchers may need to approach a given community’s leaders before beginning or proceeding with research within a given immigrant group.

All participants were informed about the purpose of the study, its confidentiality, and were encouraged to participate in the survey within two weeks. Since our sample consisted of mostly blue-collar workers with comparatively few technological skills, we administered paper questionnaires. Data were collected between September 2013 and April 2014. We used a time-lagged design to separate the measures of the independent and dependent variables. Based on both PC literature (e.g., Conway & Coyle-Shapiro, 2012) and diversity literature (e.g., Binder et al., 2009), a time interval of six months in-between the two waves was chosen. However, for organizational reasons, the period ranged from six to eight months. We created a unique code for each participant, which helped us to collect two-wave data while assuring anonymity and confidentiality.

3.4. Sample

Overall, 750 questionnaires were distributed of which 570 (76 percent) were returned. Respondents were invited for the second round of data collection for which 416 questionnaires (73 percent) were completed. The deletion of missing values resulted in a final useable sample of 361 employees (48 percent of those originally invited).

The sample includes Turkish employees who are either immigrants themselves or legal dependents of immigrants. This was verified by enquiring about their country of birth, the country of birth of both parents, and that of all four grandparents (Beirens & Fontaine, 2011). In terms of immigration status, 27 percent were reported as being first-generation immigrants, 40 percent second-generation, 26 percent third-generation, and 7 percent either fourth-generation or higher. Fifty-seven percent of the sample consisted of men. In terms of age, 10 percent of the sample was younger than 25 years old, 38 percent between 25 and 34, 36.8 percent between 35 and 44, 13.6 percent between 45 and 54, and 8 percent older than 55. Finally, 73 percent of our sample comprised blue-collar workers.

3.5. Measures

The measures of constructs in the proposed models are described below. From the first wave, data were obtained for control variables, transactional, relational, and diversity-related PC breaches (T1) while, from the second wave, data were obtained for organizational identification and OCB (T2).

3.5.1. Multiple types of psychological contract breach

We measured transactional, relational, and balanced PC breaches with the 15-item scale developed by Coyle-Shapiro and Conway (2005). Transactional PC breaches were measured with six items, an example being “fair pay for the responsibilities of the job.” Relational PC breaches were measured with five items. A sample item is “opportunities to be involved in decisions that affect me.” Balanced PC breaches were measured with four items. A sample item is “providing career support and mentoring.” To measure diversity-related PC breaches, we used a five-item scale developed by Chrobot-Mason (2003) where a sample item is “minority input is considered at all levels.” The internal reliabilities of the scales of transactional, relational, balanced, and diversity-related PC breaches were good (α = 0.90, 0.88, 0.85, and 0.87, respectively).

3.5.2. Organizational identification

Organizational identification was measured using Mael and Ashforth's six-item scale (1992). A sample item is: “I view the organization’s success as my success.” The internal reliability of the scale was good (α = 0.89).

3.5.3. Organizational citizenship behavior (OCB)

OCBs have been categorized and measured in several ways (Podsakoff, Whiting, Podsakoff, & Blume, 2009). Consistent with previous PC research, we used OCB towards the organization (OCBO) (e.g., Restubog et al., 2008), defined as behavior that benefits the organization in general. We measured OCBO with a 7-item, 5-point scale developed by Williams and Anderson (1991). A sample item is “attendance at work is above the norms.” The internal reliability of the scale was good (α = 0.88).

3.5.4. Control variables

We controlled for age and gender. These parameters were selected because older people who have developed more stable PC may react differently than younger people to a PC breach (Bal, Langeb, Jansena, & Veldec, 2008). Men and women may have different reactions to a PC breach (Restubog et al., 2008). The possible gender differences consistent with the “double jeopardy” hypothesis (Berdahl & Moore, 2006) are of particular interest to this study. For example, men may experience better treatment at work, perceive fewer PC breaches, and find PC breaches to be less bothersome than women find PC breaches.

Moreover, we added the effect of immigration status as a control variable. We identified different dummy variables. The dummy variable, which separated the first generation and the other (second or more) generation Turkish immigrants, was found to have significant relationship with the study variables (i.e., organizational identification) and have included in our analysis (e.g., Carlson, Kacmar, Zivnuska, & Ferguson, 2015; Dawson, Irving, Sharma, Chirico, & Marcus, 2014). Notably, previous literature has demonstrated that first generation Turkish immigrants in Europe are significantly different from second and third generation counterparts in their earnings, work experiences and labor market

Finally, we controlled for occupational status as white and blue-collar because if we do not control for occupational status, it will be impossible to know whether the findings are due to occupational status or minority status.

4. Analysis and results

4.1. Preliminary analyses

The means, standard deviations, and correlations among the research variables are presented in Table 1.

We used a time-lagged design to investigate the effects of types of psychological contract breaches on organizational identification, and hence OCB. As our data were collected using self-reported measures, findings could be affected by common method variance. Therefore, we assessed the extent to which our results may be affected by common method bias. To check for CMV, we followed Podsakoff, MacKenzie, Lee, and Podsakoff’s (2003) recommendations and performed the single method factor approach (p. 896, Table 5, Fig. 3A). By adding a single method factor, all intercepts to the six latent variables were still significant (p < .01) where the intercepts to the CMV were not significant (p > .05). The model fit well: χ²(447) = 669.462, p = .000, RMSEA = 0.038, CFI = 0.955.

4.2. Hypotheses testing

We examined the fit of our hypothesized model with SEM techniques using the AMOS software package. SEM has several advantages for the testing of mediation (Cheung & Lau, 2008). SEM is a better statistical tool for the investigation of latent variables with multiple indicators (Holmbeck, 1997). Controlling for measurement error and, thus, avoiding underestimation of mediation effects allows the analysis of more complex models (Hoyle & Smith, 1994) and the specification of all relevant paths (Baron & Kenny, 1986). We used several fit indices to assess model adequacy (Joreskog & Sorbom, 1993; Klein, 1989; Medsker, Williams, & Holahan, 1994), namely, chi-square (χ²), difference in chi-square (χ²diff), comparative fit index (CFI), root-mean-square-error of approximation (RMSEA), Akaike’s information criterion (AIC), normed fit index (NFI), and Tucker-Lewis index (TLI).

We conducted CFA to verify that transactional, relational, balanced, and diversity-related PC breaches represented four distinct types of PC breaches. As expected, the hypothesized four-factor model fitted the data well (χ²(164) = 300.810, RMSEA = 0.049, CFI = 0.954, TLI = 0.947). To further check the distinction of a diversity-related PC breach from other PC breach types, we developed alternative models. First, we combined transactional, relational, balanced, and diversity-related PC breaches and obtained a one-factor model. In the second, third, and fourth alternative models, we combined diversity-related PC breach items respectively with transactional, relational, and balanced PC breach items. Our hypothesized four-factor model demonstrated better fit than each of these alternative models (see Table 2).

The hypothesized partial mediation model was tested following a nested model approach (Holmbeck, 1997) (See Table 3). To test Hypotheses 1 and 2, we started by focusing on transactional, relational, and balanced PC breaches. We developed model A by specifying the direct relationships between transactional, relational, and balanced PC breaches and OCB as well as the indirect relationships between these types of PC breaches and OCB via organizational identification. This partial mediation model (Model A) had a moderately good fit, χ²(334) = 610.51; χ²/DF = 1.828; NFI = 0.865; TLI = 0.924; CFI = 0.933; RMSEA = 0.049; AIC = 1028.698, and ECVI = 2.34. All predicted paths were significant with two exceptions: the relationships between transactional PC breach and organizational identification and balanced PC breach and organizational identification.

In model B, after removing the non-significant relationships, we specified the direct relationships between transactional, relational, and balanced PC breaches and OCB and the indirect relationship between a relational PC breach and OCB via organizational identification. Model B showed a significant improvement, χ²(336) = 621.36; χ²/DF = 1.849; NFI = 0.862; TLI = 0.922; CFI = 0.938; RMSEA = 0.049; AIC = 1028.698, and ECVI = 2.36.

Moreover, we included diversity-related PC to our model (Model C). We specified the direct relationships between transactional, relational, and diversity-related PC breaches and OCB and the indirect relationship between relational and diversity-related PC breaches and OCB via organizational identification. All predicted paths were significant, and Model C provided a moderate fit (χ²(474) = 758.13; χ²/DF = 1.599; NFI = 0.862; TLI = 0.936; CFI = 0.943, RMSEA = 0.042; AIC = 998.13), and ECVI = 2.88. Although the improvement in the overall fit between Model B and Model C was not that large, we continued with model C and kept diversity-related PC breach in our model for two reasons. First, as our results indicated, the total effect of a diversity-related PC breach

<table>
<thead>
<tr>
<th>Table 1</th>
</tr>
</thead>
<tbody>
<tr>
<td>Descriptive Statistics, correlations, and scale reliabilities for variables.</td>
</tr>
<tr>
<td>Variable</td>
</tr>
<tr>
<td>---</td>
</tr>
<tr>
<td>1.Age</td>
</tr>
<tr>
<td>2.Gender</td>
</tr>
<tr>
<td>3.Tenure</td>
</tr>
<tr>
<td>4.Occupational Status</td>
</tr>
<tr>
<td>5.Immigration Status</td>
</tr>
<tr>
<td>6.Transactional PC breach</td>
</tr>
<tr>
<td>7.Relational PC breach</td>
</tr>
<tr>
<td>8.Balanced PC breach</td>
</tr>
<tr>
<td>9.Diversity-related PC breach</td>
</tr>
<tr>
<td>10.Organizational identification</td>
</tr>
<tr>
<td>11.OCB</td>
</tr>
</tbody>
</table>

Note: **p < .01, *p < .05.

Age (a) was coded as follows: (1) a ≤ 25, (2) 25 < a ≤ 35, (3) 35 < t ≤ 55, (4) 55 < t ≤ 55, (5) 55 +.

Tenure (y) was coded as follows: (1) 0 ≤ y < 5, (2) 5 ≤ y < 15, (3) 15 ≤ y < 25, (4) 25 ≤ y < 35, (5) 35 +.

Gender was coded as: (1) Female, (0) Male.

Occupational status was coded as: (1) White-collar, (0) Blue-collar.

Immigration status was coded as: (1) First-generation immigrants, (0) Otherwise.
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on OCB was the second largest (following relational PC breach) among PC breach types. The total effect of a transactional PC breach on OCB is 0.123, and a diversity-related PC breach on OCB among PC breach types. The total effect of a transactional PC breach on OCB was the second largest (following relational PC breach).

Finally, to estimate the standard errors and the confidence intervals of the indirect effects of relational and diversity-related PC breaches on OCB via organizational identification, we performed bootstrap (1500 samples and 95 percent bootstrap confidence intervals) (MacKinnon, Lockwood, & Williams, 2004). Bootstrap results confirmed the mediating role of organizational identification in the relationship between a relational PC breach and OCB (CI: 0.021, 0.909), and a diversity-related PC breach and OCB (CI: 0.014, 0.073) (see Tables 4 and 5).

5. Discussion

This study serves five main purposes. From the perspective of ethnic minority employees, first, it investigates the distinct effect of transactional, relational, and balanced PC breaches on OCB. Second, this study examines the mediating role of organizational identification in the relationship between transactional, relational, and balanced PC breaches and OCB. Third, it explores whether a diversity-related PC breach in conjunction with other PC breach types on organizational identification, and hence OCB. Finally, it evaluates the contributions of a diversity-related PC breach in ethnic minority employees’ employment relationships.

This study is the first to examine minority employees’ (i.e., ethnic minorities) PCNs with its multiple types. Contrary to most of the existing PC studies, which are limited to transactional and relational PCNs, this study focuses on the neglected PC types: balanced and diversity-related. Balanced and diversity-related PCNs are increasingly important in contemporary market conditions characterized by factors such as diversity, boundarylessness, and protean careers (Baruch, 2006; Buttner et al., 2010).

All the confirmed negative relationships between transactional, relational, balanced, and diversity-related PC breaches and OCB from the perspective of ethnic minority employees mirror the
arguments of prior studies on general employees. These prior studies documented the explanatory capacity of social exchange principles in the relationship between breach and OCB (see Zhao et al., 2007 for a meta-analysis).

One of the main suggestions of this study is that a PC with long-term duration and a socio-emotional nature, when breached, results in a greater decrease in ethnic minority employees' organizational identification. This argument, which relies on Restubog et al.'s (2008) group value model-based reasoning and also our assumptions drawn from Rousseau’s time frame dimension of PCs, finds partial support in our results. In line with our hypotheses, the results indicated that both relational and diversity-related PC breaches have a significant negative relationship with ethnic minority employees’ organizational identification. Given that minorities have a strong tendency of attributing particularly negative events, outcomes, and situations to their minority identity (Yzerbyt & Demoulin, 2010), ethnic minority employees appraise relational and diversity-related PC breaches as devaluation of their ethnic identity within the organization, which hinders their identification with the organization. These findings support the dual identity approach (Haslam, 2001). That is, organizations can promote minority employees’ organizational identification only when they acknowledge and value their significant social identities (e.g., ethnic identity), which can be maintained through fulfillment of relational and diversity-related PCs.

Contrary to our hypothesis, transactional, and balanced PC breaches are not found to have (significant) effect on organizational identification. In fact, we do not expect a large significant effect of a transactional PC breach on organizational identification since transactional PCs include monetary and economic terms and conditions. However, lack of a significant effect of a balanced PC breach on organizational identification is surprising given that a balanced PC has long-term time frame, contains some socio-emotional elements, and maintains many of the positive features of a relational contract (McInnis, Meyer, & Feldman, 2009). A balanced PC supports ethnic minority employees in their pursuit of skills and knowledge essential for long-term organizational success. This, in turn, increases employees’ employability for long periods and, accordingly, is expected to foster their attachment to their organizations. However, fulfillment of such a PC was not found to translate into organizational identification.

Many factors can explain the lack of significant effect of a balanced PC breach/fulfillment on organizational identification. For instance, given that a balanced PC is related to employees’ training, development and career progress, its fulfillment helps employees...
achieve career success and self-directed goals (Rowold, 2007). When employees develop skills that are both firm-specific and valuable to the broader labor market, their transferability increases; they become more visible to the external labor market rendering an exit easier (Gardner, 2005). According to Ng and Feldman (2012), the more employees perceive themselves as highly marketable and employable, the more they may consider better deals in elsewhere, which may override their attachment to their current employer.

Another reason could be that our sample is ethnic minority employee-specific. According to Shrobbie (2006), career opportunities, training, and growth, which are the core elements of a balanced PC, are offered to majority employees more than ethnic minority employees. Ethnic minority employees, who have limited expectations about balanced PC promises, react less than majority employees to balanced PC breaches in terms of organizational identification (James, 1993).

The results concerning the mediating role of organizational identification showed that the association between breaches and OCB could be understood to varying extents through self-definition and self-categorization and/or in terms of exchange and reciprocity, depending on the type of PC breach. For instance, transactional and balanced PC breaches are related to lower OCB of ethnic minority employees, which can be explained through social exchange principles. Relational and diversity-related PC breaches, on the other hand, reduce ethnic minority employees’ OCB by damaging their employment relationships as do transactional and balanced PC breaches, but they also cause these employees to dissociate their identity from that of the organization.

Finally, through our findings, we conclude that Rousseau’s (2000) PC typology, which consists of transactional, relational, and balanced PCs, is compatible and well-established. Therefore, it applies to a wide variety of employee groups including ethnic minorities to understand their employment relationships. As our results show, there are also benefits to studying a diversity-related PC breach along with other PC breach types. First, a diversity-related PC breach is a distinct construct from other PC breach types. Second, the total effect of a diversity-related PC breach on ethnic minority employees’ OCB was found to be the second largest among all PC breach types following a relational PC breach. Moreover, the mediating role of organizational identification in the relationship between PC breaches and OCB exists only when the breaches are relational and diversity-related since such breaches communicate both personal and ethnic identity-relevant information. Notably, the ethnic identity-relevant information communicated through breach, if breach is not overly diversity-related (e.g., relational PC breach), could be only a subtle cue suggesting that a minority employee receives treatment discrimination within the organization simply because of social identity group membership. On the other hand, a diversity-related breach undoubtedly indicates devaluation or ignorance of an ethnic identity, which undermines ethnic minority employees’ organizational identification and, hence, their contributions in terms of OCB. As accentuated by Ferguson and Porter (2013), an organization’s mismanaged diversity efforts can be blamed for increased social categorizations, which interfere with the organization’s overall functioning.

5.1. Limitations

Overall, the theoretical contributions of this study should be viewed considering several limitations. One major limitation of our research stems from its being limited to Turkish employees. This hinders the generalizability of our results to other immigrant populations in Europe/rest of the world, and also prevents us making valuable comparisons among ethnic minority groups. For instance, Turkish individuals are highly collectivist (Hofstede, 1980), and collectivism is a relevant cross-cultural variable that influences how employees respond to favorable and unfavorable organizational treatments such as compared to individualists, collectivists have more tolerance for breach/violations (Erdogan & Liden, 2006).

Second, this study is situated within the Belgian context, which may also pose generalizability constraints to other countries/cultures. Belgian culture is, for example, characterized by a strong security orientation (Hofstede, Hofstede, & Minkov, 2010). Accordingly, a relational PC fulfillment may be particularly important as it contains promises regarding job security. Moreover, during the data collection period (November 2013), Belgium faced an economic crisis, which negatively influenced Belgian organizations’ employment policy particularly for minority employees (Gsir, Lalleur, & Stanek, 2016). However, given that EU countries maintain a relatively generous level of social security and labor standards compared to other parts of the world (e.g., the United States), employees in EU countries are relatively more protected during times of economic crisis.

Another limitation of this study is in the measurement and operationalization of OCB. We collect OCB as performance data via self-report questionnaires, raising concerns about common method bias. However, recent research by Carpenter et al. (Elbs, 2007) provides strong evidence supporting the use and construct-related validity of self-rated OCB. Moreover, we limit ourselves to only OCB towards the organization as our operationalization of OCB. As such, the use of one dimension may not completely capture the OCB construct. However, previous studies adopted the same approach, but did not consider it as a serious limitation (Carpenter, Berry, & Houston, 2014). In contrast, they chose it purposely due to the stronger connection between PC breach/fulfillment and OCB towards the organization (Restubog & Bordia, 2006; Restubog, Bordia, & Tang, 2006; Restubog et al., 2008).

Finally, there are also other factors of individual (i.e., xenophobia, essentialism beliefs and lack of openness), cultural (i.e., cultural superiority, collectivism/individualism and power distance), and organizational (i.e., diversity climate, psychological safety, supervisor status and role) nature, which may influence the findings of this study and thus deserve to be considered. For instance, according to Singh, Winkel, and Selvarajan (2013), the presence of a psychologically safe work environment within the organization encourages minority employees to feel confident in expressing their true selves, without fear of being judged as inferior or incompetent.

5.2. Practical implications and conclusion

Because of high immigration rates, European organizations have become ethnically and culturally pluralist. Therefore, organizational authorities give priority to maintaining high-quality employment relationships with ethnic minority employees. Organizational authorities have given increased attention and allocated more resources to reaping the benefits of diversity. Through making and fulfilling right combination of PC promises, organizational authorities attract and retain minority employees (e.g., ethnic minorities), promote inclusion of these employees to the organization, and demonstrate that diversity is a core part of the organization and is perpetually and unconditionally valued (see Richard & Johnson, 2001). On the other hand, similar to other poorly executed
diversity management efforts, which is an even worse situation than undertaking no efforts (Chrobot-Mason, 2003), PC breaches have important damaging effects on ethnic minority employees’ work outcomes.

Organizations engage in transactional, relational, balanced, and diversity-related PCs with their ethnic minority employees, all of which, when not satisfactorily fulfilled by the organization, may cause these employees’ OCB withdrawal. Organizations should notice that OCB becomes increasingly important in the survival of organizations because organizations rely more on employees to fill the gap between what they are specifically rewarded for and the emergent behaviors necessary for the organization to remain competitive (Dekas, Bauer, Welle, & Kurkoski, 2013).

Organizations should be aware that some types of PC breaches could markedly reduce ethnic minority employees’ OCB by damaging exchange relationships and by eroding self-definition. Relational (such as care, respect, loyalty) and diversity-related (such as equality, fairness, identity recognition) PC breaches are such types. These PC breaches may communicate and/or recall the information that ethnic minority employees are devalued and hold marginalized positions within organizations mostly because of their ethnic background, which cause these employees to disassociate from the organization, and hence to reduce their OCB engagement.

Overall, this study guides organizations in fulfilling PCs. Particularly for relational and diversity-related PCs, although their fulfillment is relatively more difficult for organizations in contemporaneous market conditions, they should not be overlooked. Through fulfillment of relational and diversity-related PCs, organizations can encourage ethnic minority employees to maintain their ethnicity before locating it within the context of a binding superordinate identity - organizational identification (see also Hornsey & Hogg, 2000). This allows the goals of the organization and those of these employees to become increasingly integrated and congruent. It may seem odd to speak of identification in a time of turbulence and uncertainty. However, it is precisely because individuals seek situated moorings in each of their social domains that it is important to understand the potential contributions of identification in today’s organizations (Ashforth, Harrison, & Corley, 2008).
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